Enable Auditing on Active Directory Objects
How to- Enable Auditing on Active Directory Objects

About this Guide:

This guide will help the end user to enable auditing on Active Directory objects.

Scope:

The configurations detailed in this guide are consistent with EventTracker Enterprise version 7.6 and windows vista and later.

Audience:

The users are those who wish to enable auditing on the active directory objects.
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Pre-requisite:

- User should be administrator or member of administrator group.
Steps to Enable Auditing on Active Directory Objects

- Login to **Domain Controller**.
- Right click on the OU where you want to enable AD auditing.
- Click on **Properties**.
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*Figure: 1*
• In **Security** tab, Click **Advanced** button.
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• Go to **Auditing** Tab.
• Click **Add** button.
• In Select user dialog, type ‘Everyone’ and click **OK**.
• The Object Selection box will be displayed as shown below:
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Figure: 3
How to - Enable Auditing on Active Directory Objects

- Select Successful and Failed check box for Full control
- Click OK.
Click **Apply** and **OK** to exit the audit configuration settings.